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SIBOS: DISCOVER




3 From our perspective, you do a single
integration into our service and then

it's a quick configuration to launch
anywhere in the world.

TFM: There is a big difference, though,
between dealing with Wells Fargo,

for example, which has an enormous
amount of data to be regulated,
compared to, say, Monzo in the UK.
ZC: | think that comes back to the
question of how banks are different to
challengers, and how they deal with
change in different ways.

The biggest challenge for banks tends
to be legacy systems. Our approach has
always been to offer them a platform
perspective so that they don't have to
necessarily change what's happening
internally, but can connect to new options
that satisfy the existing workflows.

For fintechs, neobanks and challenger
banks, the biggest thing is scaling their
business. What they want to achieve
is access to global markets, very quickly.
With our product, it's a simple API that can
connect you to more than 100 countries. It's
centralised compliance, so you can manage
all of those different markets with a flexible
solution, through a single integration.

The other interesting contrast between
banks and fintechs is the developer-friendly
focus. Most fintechs don't want to have
a phone call. They want to see your AP
So, Trulioo has launched the world's first

T—

Embed ID, which, with a single snippet

of code, allows you to verify the entire
globe, and use our services within minutes.
It makes launching your services that
much easier.

TFM: When are organisations

most vulnerable to bad actors
infiltrating their systems?

ZC: It’s really the account creation process.
It's that first interaction with the end user,
that first handshake. At that point, you are
most susceptible to fraud, because if you
allow a nefarious individual, or bad actor,
into your system at the start, it's going to
be that much more likely that you'll have
fraud problems later. It's very rare that a
legitimate user will later defraud or cause
problems in your systems.

Our identity verification solution is key
to that initial onboarding. You want to
make sure that the individual accessing
your service is real. The best technique isa

With a single snippet
of code, you can verify
the entire globe, and
use our services
within minutes. It
makes launching
services that

much easier

Pass or fail:
Organisations are
most vulnerable
during the account
creation process

comprehensive identity verification solution
and that will change depending on your user
base, your demographic, your regulatory
burden and the various issues that
companies need to address for their service.
But you also need to find that balance
between a strong compliance regime,
that identifies your users appropriately
and securely, and also making sure it's
frictionless and quick, and that the user
experience is enjoyable, so that you get
that traction with your customer base.
That's what we provide.

When a new technology is launched
we often see that the first individuals to
experiment are the ones you don't want.
You need to stay one step ahead of them
and to do that you need a dual approach.

By that | mean it's not a peint solution.
It's not a single technology. It's not a
single process. You need a workflow that
complements various stages, depending
on the user that you're onboarding.
Through our marketplace, for instance, you
can access a variety of tools and services
within the same technology suite and then
you must be constantly reviewing your user
base to ensure that, if something changes
in the environment, or changes with your
solution, you can apply the appropriate
safeguard to compensate for that change.

At the end of the day, access is key, and
modernised organisations first and
foremost require flexibility and versatility
built into their fraud prevention systems.
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Providing financial
services is your business,
Knowing Your Customer is ours.

v \Validate company vitals & screen against AML watch lists
v Analyze ownership structure & stakeholders
v Identify beneficial owners

v Perform AML/KYC checks on UBOs

Trulico
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